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Board policy direction Risk Management (BPD‐220) 
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policy (236) 
Copyright Compliance policy (7) 
British Columbia Freedom of Information and Protection of 
Privacy Act (“FIPPA”) 
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16. Faculty and staff must ensure that sensitive information stored on mobile devices (smart 
phones, flash drives, laptops, tablets, external hard drives) (“mobile devices”) is secure 
against risks such as loss, theft, or unauthorized access, including by keeping mobile 
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24. While UFV does not encourage personal use of its IT resources, the University recognizes 

that where such use takes place, its IT resources may contain or store information or 
records relating to this 
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Discipline 
30.  Users who misuse the IT resources, or who otherwise breach this policy, will be subject to: 

• disciplinary action, up to and including trers (P)-4 (a)-2 (ge)-31 r9 
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